Для корректной работы СДОУ на рабочем месте пользователя должны быть следующие условия:

1. Для ПК, не включенных в домен в список доверенных узлов должны быть добавлены следующие узлы:
* <http://sdouas.staff.corp.local>
* <http://sdouas1.staff.corp.local>
* <http://sdouas2.staff.corp.local>
* sdouas.staff.corp.local
* sdouas1.staff.corp.local
* sdouas2.staff.corp.local
1. Внести изменения в реестр Windows на ПК работников:

Установить значение 2 в следующих ключах (при отсутствии создать):

1. "HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\WebClient\Parameters\BasicAuthLevel" (REG\_DWORD)

**Для установки данного параметра требуются права локального администратора**, установка производится от имени администратора.

1. “HKEY\_CURRENT\_USER\Software\Microsoft\Office\15.0\Common\Internet\BasicAuthLevel” (REG\_DWORD).
2. “HKEY\_CURRENT\_USER\Software\Microsoft\Office\14.0\Common\Internet\BasicAuthLevel” (REG\_DWORD).
3. “HKEY\_CURRENT\_USER\Software\Microsoft\Office\12.0\Common\Internet\BasicAuthLevel” (REG\_DWORD).
4. “HKEY\_CURRENT\_USER\Software\Microsoft\Office\11.0\Common\Internet\BasicAuthLevel” (REG\_DWORD)
5. В избранном IE должна быть ссылка «Вход в СДОУ 6» [**http://sdouas.staff.corp.local/hse**](http://sdouas.staff.corp.local/hse)

Для удобства выполнения указанных настроек запустите файлы **Установка СДОУ** от имени пользователя и **Настройка web-client** от имени администратора ПК.

Для доменных ПК эти настройки п.п. 1-2 уже выполнены с помощью групповых доменных политик, а на ПК пользователей, не включенных в домен, такие настройки нужно производить отдельно (если они не выполнены ранее).

1. Сбросить настройки IE в случае, если применялись групповые политики домена.
2. Проверить включен ли режим совместимости в IE.